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Executive Summary

PassMark Software® conducted objective performance tesimd5 consumersecurity products This report

presents ouresultsand findings as a result of performance benchmark testing conducted on these products.
For more details on which versions were tested, please se@tbducts and Versiorsection.
Testingincluded22 performance metrics. These perfoance metrics are as follows:

Boot Time

Scan Time

User Interface Launch Time

Memory Usage during System Idle
Memory Usage during Scan

Browse Time

EdgeLaunch Time

Installation Time

Installation Size

File Copy, Move and Delete
Third-PartyApplicationdnstallation Time
Network Throughput

File Format Conversion

File Compression and Decompression
File Download

PE Scan Time

File Copy Disk to Disk

File Copy Over Network

MSWord Document Launch Time

MSExceDocument Launch anslacroRun Time
MSWord Document.aunch and Save to PDF Time
USB 3.0 File Copy
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Overall Score

PassMark Software assigned every product a score depending on its ranking in each metric compared to other
products in the same category.

Secuiity Software

In the following table the highest possible score attainable3ig 81 a hypothetical situation where a product has
attained first place in a2 metrics. Security products have been ranked by their overall scores:




Products and Versions

The names and versions of the 15 secypityducts tested are as follows:
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Performance Metrics Summary

We have selected a set of objective metrics which provide a comprehensive and realistic indication of
the areas in which a security product may impact system performance for end users. Our metrics test
the impact of the security software on commuasks trat enduserswould performon a daily basis.
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to obtain similar benchmark results. Detailed descriptions of the methodologies used in our tests are
available: dApgendix 2. Methodology Descriptidh 2 F G KA & NB L2 NI @

Benchmark 1z Boot Time

This metric measures the amount of time taken for the machine to boot into the operating system.
Security software is generallgunched at Windows startup, adding an additional amount of time and
delaying the startup of the operating system. Shorter boot times indicate that the application has had
less impact on the normal operation of the machine.

Benchmark 2z Scan Time

All secuity solutions have functionality designed to detect viruses and various other forms of malware
by scanning files on the system. This metric measures the amount of time required to scan a set of
clean files. Our sample file set comprises a total file&i882 MB and is made up of files that would
typically be found on endiser machines, such as media files, system files and Microsoft Office
documents.

Benchmark3z User Interface Launch Time

This metric provides an objective indication as to how responsive a security product appears to the
user, by measuring the amount of time it takes for the user interface of the security software to
launch from Windows. To allow for caching effects by therating system, both the initial launch

time and the subsequent launch times are measured. Our final result is an average of these two
measurements.

Benchmark4 z Memory Usage during System Idle

This metric measures the amount of memory (RAM) used byptheéuct while the machine and
security software are in an idle state. The total memory usage is calculated by identifying all security
software processes and the amount of memory used by each process.

The amount of memory used while the machine is idevjates a good indication of the amount of
system resources being consumed by the security software on a permanent basis. Better performing
products occupy less memory while the machine is idle.

Benchmark5z Memory Usage duringScan

This metric measures ¢hamount of memory (RAM) used by the product during an initial security
scan. The total memory usage is calculated by identifying all security software processes and the
amount of memory used by each process during the scan.

Performance Benchmask Page7 of 45
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Benchmark6 z Browse Time

It is commorbehaviorfor security products to scan data for malware as it is downloaded from the
internet or intranet. This behavior may negatively impact browsing speed as products scan web
content for malware. This metric measures the time taken to browsetaf popular internet sites to
O2yaSOdziA@gSte t2FR FNRY window2 OF f &SNIBSNJ Ay | dza SN

Benchmark 7z EdgeLaunch Time

This metric is one of many methods to objectively measure how much a security product impacts on
the responsiveness of thgystem. This metric measures the amount of time it takes to launch the user
interface of Microsoft Edge. To allow for caching effects by the operayisigm both the initial

launch time and the subsequent launch times are measured. Our final resuladi®eage of these two
measurements.

Benchmark 8z Installation Time
¢tKS aLISSR IyR SIasS 2F GKS AyaurttlriArazy LINROS&aa ¢
security software. This test measures the minimum installation time requiredégehurity software

to be fully functional and ready for use by the end user. Lower installation times represent security
products which are quicker for a user to install.

Benchmark9 z Installation Size

In offering new features and functionality to usesecuritysoftware products tend to increase in size

with eachnew release Although new technologies push the size limits of hard drives each year, the
growing disk space requirements of common applications and the increasing popularity of large media
files (such as movies, photos and music) ensure that a product's installation size il cérimterest

to home users.

CKAA YSGNRO | AYa tdiainstdl@tlordisizBis netridsiiieBnBdda®theQaial disk
space consumed by all new filadded during a product's installation.

Benchmark10z File Copy, Move and Delete

This metric measures the amount of time taken to move, copy and delete a sample set of files. The
sample file set contains several types of file formats that a Windows usaidvencounter in daily

use. These formats include documents (e.g. Microsoft Office documents, Adobe PDF, Zip files, etc.),
media formats (e.g. images, movies and music) and system files (e.g. executables, libraries, etc.).

Benchmark 11zThird-Party Applications Installation Time

This metric measures the amount of time taken to install and uninstall-fharty programs. The
installation speed of thirgbarty applications may be impacted by security behavior such as heuristics
or real time malware scamng.




Benchmark 12z Network Throughput

The metric measures the amount of time taken to download a variety of files from a local server using
the Hypertext Transfer Protocol (HTTP), which is the main protocol used on the web for browsing,
linking and datdransfer. Files used in this test include file formats that users would typically

download from the web, such as images, archives, music files and movie files.

Benchmark 13z File Format Conversion

This test measures the amount of time taken to converV#B file to a WAV and subsequently,
convert the same MP3 file to a WMA format.

Benchmark 4 z File Compression and Decompression

This metric measures the amount of time taken to compress and decompress different types of files.
Files formats used in thisst include documents, movies and images.

Benchmark15z File Download

This test measures the amount of time taken to download a set of setup files from a localissinger
the Hypertext Transfer Protocol (HTTP). The data set comprises a total fidé 28@GMB, and the
formats used include executables and Microsoft installation packages.

Benchmark 16 z PE Scan Time

All security solutions have functionality designed to detect viruses and various other forms of malware
by scanning files on the system. This metric measures the amount of time required to scan a set of PE
(Portable Executable) files. Our sample file sshprises a total file size of 2@B and consisted

of .exe 820MB), .dIl (920MB) and .sys file320MB).

Benchmark17z File Copy Disk to Disk

This test measures the amount of time taken to copy files between two local drives. The data set
comprises a totHfile size of 5.2GB, and the formats used include documents, movies, images and
executables.

Benchmark 18 z File Copy Over Network

This test measures the amount of time taken to copy files from a local drive to a local server. The data
set comprises aotal file size of 5.2GB, and the formats used included documents, movies, images
and executables.

Benchmark19z MS Word Document Launch Time

This test measures how much security software impacts on the responsiveness and performance of
the system. This etric measures the amount of time it takes to open a large, mixed media document
with Microsoft Word. To allow for caching effects by the operating system, both the initial launch time
and the subsequent launch times are measured. Our final result iseaagerof these two
measurements.




Benchmark 2 z MS Excel Document Launch and Macro Run Time

This test measures the amount of time taken to open an Excel document and run a macro to perform
a range of operations. The test is run five times with a rebobetween each run. Our final result is
taken as an average of these five measurements.

Benchmark21 z MS Word Document Launch and Save to PDF Time

This test measures the amount of time taken to open a large Word document and save it in PDF
format. The tesis run five times with a reboot in between each run. Our final result is taken as an
average of these five measurements.

Benchmark22 z USB 3.0 File Copy

This test measures the amount of time taken to copy files from a USB 3.0 drive to a locHheidkta
set comprises a total file size of 6.06GB, and the formats used include documents, movies, system files
and executables.




Test Results

In the following charts, we have highlighted the results we obtained for Norton Security in yellow. The average

has also been highlighted in blue for ease of comparison.

Benchmark 1z Boot Time (seconds)

The following chart compares the average time taken for the system to boot (from a samplefagfiveots) for
eachlinternet Securityproduct tested. Products wh lower boot times are considered better performing products

in this category.
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The following chart compares the average time takepéoform on-demandscanon a set 0f6,166 files (totaling
with lower scan times are considered better performing products in thiegzaty.

Benchmark2z Scan Time(seconds)




Benchmark 3z User Interface Launch Timémilliseconds)
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launch times are considered better performing products in this category.
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Benchmark 4z Memory Usage during System Idldmegabytes)

The followng chart compares the average amount of RAM in use dntamet Securityproduct during a period
of system idle. This average is taken from a sampltE)ghemory snapshots taken at roughly 60 seconds apart
after reboot. Products with lower idle RAM useaye considered better performing products in this category.

Norton Security

Panda Dome Essenti

Kaspersky Internet Securi

ESET Internet Securi

Avira Prime

Microsoft Defender

Trend Micro Virus Buster Clou

Trend Micro Internet Security,

McAfee Total Protection

Average

AVG Internet Security,

F-Secure SAF

Avast Premium Securi

SourceNext ZERO Super Secu

Bitdefender Internet Security

G DATA Internet Securi

800 MB 1,000 MB 1,200 MB

0 MB 200MB  400MB 600 MB




Benchmark5z Memory Usage during Scan (megabytes)

The following chart compares the average amount of RAM in use liytemet Securityproduct during ascan
This average is taken from ansple of 10 memory shapshots taken at roughl seconds apart. Products with
lower idle RAM usage are considered better performing products in this category.
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Benchmark 6z Browse Time (seconds)

The following chart compares the average time takertlierdefault browser Microsoft Edge to successively load
a set of popular websites through the local area network from a local server machine. Products with lower browse
times are considered better performing products in this category.
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Benchmark7z EdgeLaunch Time(milliseconds)

The following chart compares the average launch times of the Microsoft Edge after rebooting the machine for
each Internet Security product we testeBlroducts with éwer launch times are considered better performing
products inthis category.
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800s 1,000s 1,200s 1,400s 1,600s

The following chart comparaghe minimum time it takes fosecurityproducts to be fully functional and ready for
use by the end useProducts with dwer installation times are considered bettperforming products in this

category*
1 Microsoft Defender was excluded from this test asvéisa Windows 1uilt-in software.
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Benchmark9 z Installation Size (megabytes)

The following chart compares thetal size of files added during the installation sgcurity products. Products
with lower installation sizes areonsidered better performing products in this categéry.

Panda Dome Essentia

F-Secure SAFE

Norton Security F

Avira Prime

ESET Internet Securi

Trend Micro Internet Security,
Kaspersky Internet Securi
Trend Micro Virus Buster Cloug

McAfee Total Protection

Average

Avast Premium Securi

AVG Internet Security,

SourceNext ZERO Super Secu

G DATA Internet Securi

Bitdefender Internet Security

0 MB 500 MB 1,000 MB 1,500 MB 2,000 MB 2,500 MB 3,000 MB

2Microsoft Defender was excluded from this test as it was a Windows 16ihsittftware.




Benchmark10z File Copy, Move and Deletgseconds)

The following chart compares treverage time taken to copy, move and delete several sets of sample files for
eachlinternet Securityproduct tested. Products witholwer times are considered better performing products in
this category.
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Benchmark11zThird-Party Applications Installation Time (seconds)

The following chart compares the average time taken to install 3 different-frartly applicationsfor eachinternet
Securityproduct tested. Products witlolver times are considered better performing products in this category.
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Benchmark12z Network Throughput (seconds)

The following chart compares the average time to download a sample set of common filddypeshinternet
Securityproduct tested. Products witlolver times are considered better performing products in this category.
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Benchmark 13z File Format Conwersion (seconds)

The following chart compares the average time it takes for five sample files to be converted from one file format
to another (MP3L WMA, MP31 WAV)for eachinternet Securityproduct tested. Products wittolver times are
considered bette performing products in this category.
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Benchmark14z File Compression and Decompressiofseconds)

The following chart compares the average time it takes for sample files to be compressed and deconforessed
eachlinternet Securityproduct tested. Products wittolver times are considered better performing products in

this category.
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Benchmark15z File Download (seconds)

The following chart compares tteverage time taken to download a set of setup files from a local server. The test
was performed 5 times, and the average of all 5 runs was taken as the result. Productewethtimes are
considered better performing products in this category.
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Benchmark I7 z File Copy Disk to Diskseconds)

The bllowing chart compares thaverage time taken to copy a total of 8 5files, with a total file size of.82GB
files, from one local drive to another local drive for each Internet Security product tested. The test was performed
5 times, and theaverage of all 5 runs was taken as the result. Products witler times are considered better

performing products in this category.
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Benchmark 18 z File CopyOver Network (seconds)

The following chart compares tteeverage time taken to transfer a totaf 8,5@ files over the local network, with

a total file size of B2 GB files, from a local drive on the test machine to a local server. The test was performed 5
times, and the average of all 5 runs was taken as the result. Productsomitit times areconsidered better
performing products in this category.
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Benchmark19z MS Word Document Launch Timémilliseconds)

The following chart compares the average time taken to launch Microsoft Word andasp@ii1 MB size Word
document.Products withdwer launch times are considered better performing products in this category.
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Benchmark20 z MS Excel Document Launch and Macro Run Tinfgeconds)

The following chart compares the average time taken to launch Microsoft Excel and run a Rrachacts with
lower times are considered better performing products in this category.
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Benchmark21 z MS Word Document Launch and Save to PDF Tinigeconds)

The following chart compares the average time taken to launch Microsoft Word and op& B document
and save it as a PDFoducts withdwer times are considered better performing products in this category.
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Disclaimer and Disclosure
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Disclaimer of Liability

While every effort has been made to ensure that the informatpresentedn this report is accuratdPassMark

Software Pty Ltdissumes no responsibility for errors, omissions, orafudate information and shall not be liable
in any manner whatsoever for direct, indirect, incidental, consequential, or punitiveagdamresulting from the

availability of, use of, access of, or inability to use this information

Disclosure

NortonLifeLocKunded the production of this report, selected the test metrics and list of products to be included
in this report, and supplied some of the test scripts used for the tests.

Trademarks

All trademarks are the property of their respective owners.

Contact Detalls

PassMarkSoftware PtyLtd
Level 5, 63 Foveaux St
Surry Hills, 2010

Sydney, Australia

Phone + 61 (2) 9690 0444
Fax + 61 (2) 9690 0445
Web  www.passmark.com



http://www.thedegenerates.com/Disclaimer.htm
https://www.passmark.com/

Appendix 1 z Test Environment

The test performed on desktop computer with the following hardware specifications:

Testing Machine

Model:

CPU:

Video Card:
RAM:

Main Boot Drive:
2" Drive:
Network:

o/s

ASRock Fatallty Z170 Gaming K6

Intel Core i’6700K @ 4.00GHz

ASUS Strix GeForce GTX 960 4GB

G.Skill DDR2133MHz 2x8GB

Samsung 958ro0 M.2 NVMe 256GB

Samsung 850 Pro SATA Il 512GB

1Gbps (Connected via Gigabit Ethernet cable)
Windows 10 Pro Version 2004

For network tests, PassMark Software used a server with the following specifications:

Testing Server

Motherboard:
CPU:

Video Card:
RAM:

Hard Drive:
Network:
o/s.

Intel S1200BTL Server Motherboard

Intel Xeon EA220 V2 @ 3.10 GHz

Intel Integrated Graphics Card

8GB (2x4GB) ECC RAM, 1333 MHz

SSD 128GB

1Gbps (Connected via Gigabit Ethernet cable)
Windows Server 2012 Standard



Appendix 2z Methodology Description

Windows 10Image Creation

I 0220l 0fS OSNEAZ2Y 2F al ONAdzy wSTFtSOG 6. O1dzld a2FG st

testing. Our aim was to create a baseline image whiih $mallest possible footprint and reduce the possibility of

variation caused by external operating system factors.

The baselinemagewas restored prior to testing of each different product. This process ensures that we install

andtestall productson® &1 YSZ aOf SIyé YI OKAySo

The steps taken to create the base Windows 10 image were as follows:

© o N A WDNPRE

Instalation and activaton of Windows 10Pro Edition.

Remove Windows login password.

/ KFy3aS ! AaSNJ ! O02dzyi /2y GNRt &aSdaAiay3aa
DisableSysMairto ensureconsistent results.

InstallHTTP Watckor Browse Time testing.

InstallWindowsAssessment and Deployment #it Boot Time testing.

Install OSForensics for testing (Installation Size) purposes.

Install Windows Updates.

Disable Windowg#utomatic Updates.

10. Createa baselinesystemimage usindMacrium Reflect.

Benchmark 1z Boot Time

PassMark Software used tools available from\ttiedows Performance Toolk{as part of the Microsoft Windows

10 ADK obtainable from thidicrosoft Websité.

The Boot Time test was conducted as an individual assessment via the Windows Ass€xamsole. The network
connection was disabled, and the login password was removed to avoid interruption to the test. The final result
was taken as the total boot duration excluding BIOS load time.

Benchmark 2z Scan Time

Scan Time ishe time ittakesfor each product to scan a set of sample files. In total theeee 6,166 files whose
combined size wa882 MB. Most of these files came from the Windows system folders. As the file types can
influence scanning speed, the breakdown of the main file tygesntimbers and total sizes of the files in the
sample set is given here:

File Format Total Size

File Format Total Size



https://docs.microsoft.com/en-gb/windows-hardware/get-started/adk-install




Thisscan was run without launching the prod@tiser interface, byight clickinghe test folder and choosing the
G{OFYy b2gé¢ 2LGA2yd ¢2 NBO2NR (K scadtmgr onlirépyithg sysiefh. KI @S
Where this was not possible, scan tinvesre taken manually with a stopwatch.

In previous years of testing, we noéd many more products showing a substantial difference between the initial
scan time (first scan) and subsequent scan times (scans 2 to 5). We believe this behavior is due to products
themselves caching recently scanned files. As a result of this meahane have averaged the four subsequent

scan times to obtain an average subsequent scan time. Our final result for this test was an average of the
subsequent scan average and the initial scan time.

Benchmark 3z UserInterface Launch Time

The launchime of a product® user interface wasakenusingAppTimer For each product testedwe obtained a

total of fifteen sampledrom five sets ofthree Ullaunches, with a reboot before each getclear caching effects

by the operating systemVhen compiling the results, the first of each set was separated out so that there was a
set of values for the initial launch after reboot and a set for subsequent launches.

We have averaged the subsequent launch times to obtain an average subsequent laugcBtir final result for
this test was an average of the subsequent launch average and the initial launch time.

In some casesAppTimerdid not correctly record the time taken for Ul launch. For instance, some applications
would open their window and lookke they were ready, but then continued to be unresponsive. Where the
measuremenfrom AppTimerappeared inaccurate, we havakenthe time manually with a stopwatch.

AppTimeris publicly available from theassMark Website



https://www.passmark.com/products/apptimer/

Benchmark4 z Memory Usage during System Idle

TheMemLogt+utility was used to record process memory usage on the system at boot, and then every minute
for another fifteen minutes after. This was done only once per pobéumdresulted in a total of 15amplesThe
first sample taken at boowas discarded

TheMemLogt+ utility records memory usage of all processeawot just those of the arntinalware product. As a
result of thisan antiY' I £ ¢ NB hi@ssesiz®dedta be isolated from all other running system processes
To isolate relevant process, we usadrogram called’rocess Explorewhich was run immediately upon the
completion of memory usage logging bylemLog++ Process Exploreis a Microsoft Windows Sysinternals
software tool which shows a list afl DLLprocessesurrently loaded on the system.

Benchmark5z Memory Usage during Scan

TheMemLog++utility was used to record process mematyring an ordemand scarf the boot drive over a2
minute period This was done only once per pradand resulted in a total of 10 samples each.

TheMemLog++utility records memory usage of all processea®mt just those of the arimalware product. As a
result of thisan antiY | £ ¢ | NB  pi@ssesie®dedtd be isolated from all other running system processes
To isolate relevant process, we usadorogram called’rocess Explorewhich was run immediately upon the
completion of memory usage logging bylemLog ++ Process Exploreis a Microsoft Windows Sysinternals
software tool which shows a list afl DLLprocessesurrently loaded on the system.

Benchmark6 z Browse Time

We used JavaScript to load a list o8MLJ2 LJdzf I N ¢6So0aAidSa OzyaSOdzia@Ste TNB)
hy SIFOK LI3IS Ay GKS aryYLwtsS RFEGFLZ | FS¢g fAySa 27 W@
JavaScript script that loads the next website in the chain. To begin with, once the first website had been loaded
completely, the script was exeted to load the second website in the chain. Once this had finished loading, the

script was executed to then load the third website in the chain. This process was repeated until the final website
in the chain had been loaded.

The start time and end timefahis process were recorded, and the difference was calculated in seconds to get the
final result.

For this test, we have used tindows default browsekicrosoft Edge(Version96.0.1054.62

Front pages of high traffic websites were used in this teduiding shopping, social, news, finance and reference
websites.

The Browse Time tesvas executedive timesand our final result was an average of these five samflles.local
ASNISNJ gl & NBallFINISR 0S06SSy RAEBdoSdNded i LINRRdzOG& | yR 2

Benchmark7z Edge LlaunchTime

Theaveragdaunchtime of Microsoft Edgenterface was akenusingAppTimer This test was practically identical
to the WserInterfacelaunchtime test. For each product testedwe obtained a total of fifteen saplesfrom five




sets ofthree Edgdlaunches, with a reboot before each detclear caching effects by the operating systéithen
compiling the results, the first of each set was separated out so that there was a set of values for the initial launch
after reboot and a set for subsequent launches.

For this test, we have usédicrosoft Edgg(Versior96.0.1054.62as our test browser.

We have averaged the subsequent launch times to obtain an average subsequent launch time. Our final result for
this testwas an average of the subsequent launch average and the initial launch time.

Benchmark8 z Installation Time

This test measuithe minimum Installation Time a product requires to be fully functional and ready for use by
the end user. Installation time causually be divided in three major phases:

1 TheExtraction and Setuphaseconsists of file extraction, the EULA prompt, product activation and user
configurable options for installation.

1 TheFile Copy phaseccurs when the product is being installed; ubp#his phase is indicated by a
progress bar.

i1 ThePostInstallation phaseis any part of the installation that occurs after the File Copy phase. This phase
varies widely between products; the time recorded in this phase may include a required rebaulipefi
the installation or include the time the program takes to become idle in the system tray.

To reduce the impact of disk drive variables, each product was copieddbdrivebefore initializing installation.

Each step of the installation process was manually timed with a stopwatch and recorded in as much detail as
possible. Where input was required by the end user, the stopwatch was paused, and the input noted in the raw
resuts in parenthesis after the phase description.

Where possible, all requests by products toan or posinstall scan were declined or skipped. Where it was
not possible to skip a scan, the time to scan was included as part of the installation tineee \Ath optional
component of the installation formed a reasonable part of the functionality of the software, it was also installed
(e.g. website link checking software as part of an Internet Security Product).

Installation time includes the time taken by product installer to download components required in the
installation. This may include mandatory updates or the delivery of the application itself from a download
manager. We have noted in our results where a product has downloaded components focpiastallation.

We have excluded product activation times due to network variabiligomnectingvendor servers or time taken
in account creation.

Benchmark9 z Installation Size

A product's Installation Size was previously defined as the differeneeglegtthe initial snapshot of the Disk Space

(C\ drive) before installation and the subsequent snapshot taken after the progastinstalled on the system.
Although thiswas a widely used methodology, we noticed that the results it yielded were not alkepysducible

in Vista due to random OS operations that may take place between the two snapshots. We improved the
Installation Size methodology by removing as many Operating System and disk space variables as possible.




Using PassMarkSForensicwe creatal initial and postinstallation disk signatures for each product. These disk
signatures recorded the number of files and directories, and complete details of all files on that drive (including
file name, file size, checksum, etc.) a¢ time the signaturevas taken.

The initial disk signature was taken immediately prior to installation of the product. A subsequent disk signature
was taken immediately following ananual update andsystem reboot after product installation. Using
OSForensigawe compared the two signatures and calculated the total disk space consunmfddsbthat were

new, modified, and deleteduring product installation. Our result for this metric reflects the total size of all newly
added files during installation.

OSFoensicsdetects the hard links created during the installation and they were excluded to the count.

Benchmarks 10z File Copy, Move and Delete

This test measured the amount of time required for the system to copy, move and delete samples of files in various
file formats. This sample was made up &,329files over1.89 GB The breakdown of the main file types, file
numbers and total sizes of the files in the sample set is shown in the following table:

File Format Total Size




e o Total Size

This test wagonducted five times to obtain the average time to copy, move and delete the sample files, with the
test machine rebooted between each sample to remove potential caching effects.

Benchmark11z Third-Party Applications Installation Time

This test measuretiow much time was required to install and uninstall a thpatty application. For this test,
CommandTimer.extimed how long it took to install and uninstall the following applications on the test machine:

This test was conducted five times to obtain the average time to install/uninstall the aboveptitg programs,
with the test machine rebooted between each sample to remove potential caching effects.

Benchmark12z Network Throughput

This benchmark measured how much time was required to download a sample set of binary files of various sizes
and types over 4 Gbpsetwork connection. The files were hosted on a server machine running Windows Server
2012 CommandTimer.exavas used in conjunction witlNU Wget(version 1.10.1jo time and conduct the
download test.

The complete sample set of files was made up23MB overl471filesand thebreakdown of the file types, file
numbers and total sizes of tHies in the sample set is shown in the following table:

This test was conducted five times to obtain the average time to download this sample of files, with the test
machine rebooted between each sample to remove potential caching effects.




Benchmark13z File Format Conversion (MP23, WAV, MP3A WMA)

This test measured how much time was required to conVelifferent MP3 files into WAV files and subsequently,
convert the same MP3 samples into WMA files. The total size of the file3&IB.

To encode the MP3 into another format, we used an agpion calledfmpeg.exe The format conversion process
was timed usingcommandTimer.exe

This test was conducted five times to obtain the average conversion speed between these formats, with the test
machine rebooted between each sample to remove potaintaching effects.

Benchmark 14z File Compression and Decompression

This test measured the amount of time required to compress and decompress a sample set of files.
CommandTimer.exeecorded the amount of time required fofzip.exeto compress the filesnto a *.zip and
subsequently decompress the created *.zip file.

This subset comprised3l 6files overl.15GB. The breakdown of the file types, file numbers and total sizes of the
files in the sample set is shown in the following table:

This test was conducted five times to obtain the average file compression and decompression speed, with the test
machine rebooted between each sample to remove potential caching effects.

Benchmark 15 z File Download

This test measured the time it took to complete an http download of a sample set of installaticoviea 1Gbps
network connection. The files werdosted on a local server machine running Windows Server 2012.
CommandTimer.exavas used in conjunction with the native .NE@®wnloadFile()method to time and conduct
the download test. The file set includes the following:

Filename




This test was conducted five times to obtain the average time to download this sample of files, with the test
machine rebooted between each sample to remove poterdadhing effects.

Benchmark 16 z PE Scan Time

This test measured the edlemand scan times of a file set comprised only of executable files (.exanddlbys

files). We performed five scans of the sample file set, with a machine restart between each scan to remove possible
caching effects. Thé A YS (I 1Sy G2 a0ly (GKS FAtSa ¢la G118y FTNRBY |
not availablemanually with a stopwatch. Scans were launched by right clicking on the folder to be scanned.

A breakdown of the sample file set is as follows:

We have averaged the four subsequent scan times to obtain an average subsequent scan time. Our final result for
this test was an average of the subsequent scan average and the initial scan time.

Benchmark I7 z File Copy Disk to Disk

This test measured thamount of time taken to copy files between two local drives. The data set comprised of
8,5 files with a total file size 05.42 GB, and the formats used included documents, movies, images and
executables. A breakdown of the sample file set is given below

File Format Total Size

A total of five runs of this test were performed, with a machine restart between each run. The time taken to copy
files was measured and recorded ©pmmandTimer.exeAll the files were copied between a folder on the local




drive and a 2d folder on a different drive. Files were deleted from thedXrive once the copy was complete.
The final result was calculated as an average of the five samples.

Benchmark 18 z File Copy Over Network

This test measured the amount of time taken to trandfiees from a local drive on the test machine to a shared
folder on the local server. The data set comprised of 8fi6s with a total file size d§.42GB, and the formats
used included documents, movies, images and executables. A breakdown of thie $iterget is given below:

File Format Total Size

A total of five runs of this test were performed, with a machine restart between each run. The time taken to
transfer files was measured and recorded ®ymmandTimer.exeFiles were deleted from the server once the
copy was complete. The final result wadculated as an average of the five samples.

Benchmark19z MS Word Document Launch Time

Theaveragdaunchtime of Word interface was akenusingAppTimert This included the time to launch the Word
application and operan 8.11 MB size Worddocument. This test was practically identical to thesés Interface
launchtime test. For each product testedwe obtained a total of fifteen sampldsom five sets ofthree Word
launches, with a reboot before each gdet clear caching effects by the opging system When compiling the
results, the first of each set was separated out so that there was a set of values for the initial launch after reboot
and a set for subsequent launches.

We have averaged the subsequent launch times to obtain an averageaudnt launch time. Our final result for
this test was an average of the subsequent launch average and the initial launch time.

Benchmark20 z MS Excel Document Launch and Macro Run Time

This test measured the time taken to open an excel document andnuexcel macro. The macro performed a
range of operations, including reading data from the file system, mathematical calculations, and writing data to
the spreadsheet. This test was run using a Windows PowerShell script. We obtained a total of five sétimples




reboot in between each to clear caching effects by the operating system. The final result was calculated as an
average of the five samples.

Benchmark21 z MS Word Document Launch and Save to PDF Time

This test measured the time taken to open a &kyord Document (L4MB) and save it as a PDF document. This
test was run using a Windows PowerShell script. We obtained a total of five samples with a reboot in between
each to clear caching effects by the operating system. The final result was calcatat average of the five
samples.

Benchmark22z USB 3.0 File Copy

This test measured the amount of time taken to transfer files from an external drive to a local disk via a USB 3.0
connection. The data set comprised of 638Bes with a total file sig of 6.06 GB, and the formats used included
documents, movies, images, executables and system files. A breakdown of the sample file set is given below:

A total of five runs of this test were performed, with a machine restart between each run. The time taken to
transfer files was measured and recorded®ymmandTimer.exeFiles were deleted from the local disk once the
copy was completed. The final reswias calculated as an average of the five samples.




